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Vulnerabilities by Host



registry.transtan.tn.gov.in

0 0 0 0 4

CRITICAL HIGH MEDIUM LOW INFO

Vulnerabilities Total: 4

SEVERITY CVSS
V3.0

PLUGIN NAME

INFO N/A 11219 Nessus SYN scanner

INFO N/A 19506 Nessus Scan Information

INFO N/A 10919 Open Port Re-check

INFO N/A 10287 Traceroute Information

* indicates the v3.0 score was not available; the v2.0 score is shown

registry.transtan.tn.gov.in 4

http://www.nessus.org/plugins/index.php?view=single&id=11219
http://www.nessus.org/plugins/index.php?view=single&id=19506
http://www.nessus.org/plugins/index.php?view=single&id=10919
http://www.nessus.org/plugins/index.php?view=single&id=10287
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